
Unit 2: Ethical lssurs In Functional Arns or Business 

Ethical issues in accounting : 

1. Manipulation of Financial Statements 

Accounting professionals may falsify or adjust financial records to 

mislead stakeholders about a company’s financial health. This 

unethical practice undermines trust and can lead to severe 

consequences, including investor losses and regulatory penalties. 

2. Fraudulent Reporting 

Intentional misrepresentation of financial data, such as overstating 

assets or understating liabilities, can deceive investors and creditors, 

leading to significant financial harm and loss of credibility. 

3. Conflict of Interest 

Auditors and accountants may face pressure to compromise their 

independence due to personal or financial relationships with their 

clients, undermining the reliability of audits and reports. 

4. Tax Evasion 

Some accountants assist organizations in evading taxes by exploiting 

loopholes or engaging in illegal practices, depriving governments of 

revenue and damaging public trust in the profession. 

5. Misuse of Confidential Information 

Using sensitive financial data for personal or third-party gain violates 

professional ethics and confidentiality agreements, eroding 

stakeholder trust and exposing firms to legal risks. 

6. Non-Compliance with Standards 

Failing to adhere to accounting principles and standards (e.g., GAAP, 

IFRS) compromises the consistency and comparability of financial 

statements, misleading stakeholders about a firm’s true financial 

status. 



Ethical issues in finance :  

1. Insider Trading 

The unethical use of confidential, non-public information to trade 

stocks or other securities gives individuals an unfair advantage, 

undermining market integrity and eroding investor trust. 

2. Misrepresentation of Risk 

Financial professionals may downplay or obscure the risks associated 

with investments to attract clients, leading to potential financial 

losses and a breach of fiduciary responsibility. 

3. Predatory Lending 

Offering loans with exploitative terms, such as excessive interest 

rates or hidden fees, often targets vulnerable populations and traps 

them in cycles of debt, raising serious ethical concerns. 

4. Conflicts of Interest 

Financial advisors may recommend products or strategies that 

benefit them financially rather than serving the best interests of their 

clients, breaching ethical obligations. 

5. Misuse of Public Funds 

In finance-related roles, unethical allocation or misuse of public 

resources, such as bailout funds, undermines public trust and can 

worsen financial inequality. 

6. Privacy breaches  

This involves the unauthorized access or disclosure of confidential 

financial information. It can lead to identity theft, financial loss, and 

other harm. 

 

 



Ethical issues in banking :  

1. Money Laundering 

Banks may inadvertently or knowingly facilitate money laundering by 

failing to enforce strict Know Your Customer (KYC) protocols, enabling 

criminals to legitimize illicit funds and compromising financial 

integrity. 

2. Discriminatory Practices 

Denying loans, credit, or services based on race, gender, or 

socioeconomic status undermines fairness and perpetuates 

inequality, violating ethical and often legal standards. 

3. Mis-Selling Financial Products 

Banks sometimes pressure customers into purchasing unsuitable or 

overly complex financial products, prioritizing profits over clients' 

best interests and damaging trust. 

4. Lack of Transparency 

Failing to clearly disclose fees, terms, or risks associated with banking 

products can mislead customers, resulting in financial harm and 

reputational damage for the institution. 

5. Excessive Fees and Penalties 

Unethical practices like charging hidden fees or excessive penalties 

exploit customers, particularly those in financial distress, and 

exacerbate economic hardships. 

6. Poor Cybersecurity Practices 

Neglecting robust cybersecurity measures can expose sensitive 

customer data to breaches, violating privacy rights and damaging 

public confidence in the banking system. 

 



Whistle blowing :  

Whistleblowing involves reporting unethical, illegal, or harmful 

activities within an organization to individuals or authorities capable 

of addressing the issue. It plays a crucial role in maintaining 

accountability and transparency. 

Characteristics of Whistleblowing 

• Whistleblowing is not always a complaint, and a whistleblower 

is not always a complainer. 

• A whistleblower is not necessarily a witness to a crime. 

Whistleblowers may report wrongdoing based on credible 

evidence or information, even if they did not directly observe 

the act. 

• It seeks to address issues in the public interest. Whistleblowers 

often act to prevent harm to stakeholders or the broader 

community, not just personal gain. 

• Whistleblowing is a risk-bearing act. It often involves personal 

or professional risks, such as retaliation or loss of employment. 

• Whistleblowing is guided by ethical responsibility. It arises from 

a commitment to justice, fairness, or organizational integrity, 

even when it conflicts with personal interests. 

• It involves formal reporting channels. Whistleblowers may use 

internal or external mechanisms to disclose concerns, often 

following specific protocols. 

Types of Whistleblowers 

1. Internal Whistleblowers 

These individuals report misconduct or unethical practices within 

their organization to internal authorities, such as a compliance 

officer or human resources. They aim to resolve issues internally 

before escalating them externally. 



 

2. External Whistleblowers 

External whistleblowers disclose wrongdoing to entities outside 

the organization, such as regulatory bodies, media, or law 

enforcement. This typically occurs when internal mechanisms fail 

or when the issue poses significant public risk. 

     3. Alumni Whistleblowers 

Former employees who come forward with information about 

misconduct they encountered during their tenure. Alumni often 

feel more liberated to speak out after leaving the organization but 

may still face legal or professional risks. 

4. Open Whistleblowers 

These whistleblowers reveal their identity while reporting 

misconduct. While this approach can enhance credibility, it also 

exposes the individual to potential retaliation or scrutiny. 

5. Impersonal Whistleblowers 

Impersonal whistleblowers report concerns anonymously, 

protecting their identity to minimize personal or professional risks. 

However, anonymity can sometimes reduce the perceived 

reliability of their claims. 

 

Whistle blowing morally prohibited : 

• When a person might have an ulterior motive 

If a whistleblower has personal or malicious reasons for 

exposing information, such as seeking revenge or damaging 

someone's career, it can undermine the ethical nature of the 

act and make it morally questionable. 



• Breach of trust 

Whistleblowing can be morally problematic if it involves 

violating confidentiality agreements or trust placed by an 

organization or colleagues, particularly if the whistleblower was 

privy to sensitive information. 

• Insufficient evidence 

Whistleblowing without sufficient proof of wrongdoing can lead 

to false accusations, which can harm innocent individuals or 

organizations and damage reputations without just cause. 

• Little chance of success 

Whistleblowing may be morally prohibited if the issue has little 

chance of leading to real change or consequences, especially if 

the whistleblower risks their career or well-being without a 

reasonable expectation of success. 

• Personal benefit or gain 

When a whistleblower stands to gain personally, financially, or 

professionally from exposing misconduct, it can call into 

question their ethical motivations. 

• Unjustified harm to others 

If the act of whistleblowing disproportionately harms 

individuals or the organization without a clear moral or legal 

justification, it may be considered unethical. 

 

Disadvantages of Whistleblowing 

• Threat of blackmail 

Whistleblowers may face the threat of blackmail or retaliation, 

where wrongdoers attempt to silence them through coercion, 

which can escalate the personal risks associated with 

whistleblowing. 



• Job loss or career damage 

Whistleblowers may suffer significant professional 

consequences, including termination of employment, 

demotion, or damage to future job prospects due to retaliation 

from the organization. 

• Legal risks 

Whistleblowers could face lawsuits or legal action, especially if 

they disclose information without proper channels or if they 

inadvertently breach confidentiality or non-disclosure 

agreements. 

• Emotional and psychological toll 

The stress, isolation, and ethical dilemmas associated with 

whistleblowing can lead to mental and emotional strain, which 

may affect the whistleblower’s well-being and personal 

relationships. 

• Damage to personal reputation 

Even if justified, whistleblowing can tarnish an individual’s 

reputation, with colleagues or the public potentially viewing 

them as disloyal or untrustworthy, regardless of their 

motivations. 

• Strained relationships 

Whistleblowing can severely strain relationships with 

colleagues, friends, and family, especially if the whistleblower’s 

actions result in conflict or division within an organization or 

community. 

 

 

 

 



Corporate Discourse and Insider Trading 

Corporate discourse refers to the communication between a 

company and its stakeholders about its operations, strategies, and 

policies. It plays a critical role in raising awareness of the company’s 

practices and engaging various audiences through the effective use of 

internal human resources. 

Objective: 

The main objective of corporate discourse is to raise awareness of 

the company’s practices and engage with various audiences by 

utilizing internal human resources effectively. 

1. Disclosing and Discriminating the Material Information 

Companies must disclose material information to the public in a 

timely and structured way, ensuring fairness and preventing insider 

advantages. This ensures no one benefits unfairly from non-public 

information, which could lead to insider trading. 

2. Maintaining the Confidentiality of Information 

Confidential information should be safeguarded until officially 

disclosed. Protecting sensitive corporate data is essential to prevent 

employees or stakeholders from using it for personal or financial gain 

before it's made publicly available. 

3. Responding to Market Rumors 

Companies must address market rumors promptly, either confirming 

or denying them. This ensures that all investors have access to the 

same information, preventing misinformation from affecting stock 

prices. 

4. Forward-Looking Information 

When sharing projections or strategies, companies should clearly 

distinguish between facts and speculation to avoid misinterpretation. 



Misleading or unclear forward-looking statements can lead to legal 

issues if misused by investors for trading. 

5. Communicating Electronically 

With digital platforms, companies can quickly share information, but 

they must ensure that communication complies with securities 

regulations and prevent unauthorized disclosures that could lead to 

insider trading. 

6. Impact on the Trading 

Corporate discourse can affect stock prices as investors react to new 

information. Insider trading becomes a concern if individuals use 

non-public, material information for financial gain before it’s 

available to the public. 

 

Disclosure Committee 

The disclosure committee plays a key role in ensuring that the 

company's material information is disclosed properly and ethically. 

Members of this committee should be top-level management, 

including senior executives and legal advisors, to ensure that all 

disclosures align with corporate policies, regulatory requirements, 

and best practices in transparency. Their responsibilities include 

reviewing the information to be disclosed, ensuring that it is 

complete, accurate, and timely. 

Membership of the Disclosure Committee 

The committee typically includes senior executives such as the CEO, 

CFO, and other directors to ensure diverse expertise in decision-

making. A quorum is required for the committee to make official 

decisions, ensuring that disclosures are thoroughly reviewed and 

approved. 

 



Methods of Corporate Discourse 

Companies use various methods to communicate corporate practices 

and disclosures, including both written and oral methods. These can 

include: 

• Press Releases 

• Letters to Shareholders 

• Annual Reports 

• General Meetings 

• Media Centers 

• News Releases 

• Interviews and Conferences 

 

 

Public Disclosures 

Public disclosures refer to material information that must be made 

available to the public, ensuring transparency and fairness. These 

disclosures typically involve financial performance, strategic 

initiatives, or other information that could impact stakeholders' 

decisions. 

Process of Public Disclosure 

• Approval before Release: All material information must be 

reviewed and approved by the disclosure committee before 

being released. 

• Timely Release: Disclosures should be made at a specific time 

and be accompanied by notifications through the company's 

website or news release. 



• Inform Credit Rating Agencies First: Before public release, the 

company must notify credit rating agencies to ensure that 

market participants are informed at the same time, maintaining 

fairness in the market.  

 

Discrimination, Affirmative Action, and Reverse Discrimination 

• Affirmative Action Programs (AAPs): These programs aim to 

provide equal opportunities to individuals from minority or 

disadvantaged groups. The goal is to reduce discrimination and 

ensure representation of underrepresented categories in 

various sectors, such as education, employment, and public 

services. 

• Affirmative Action: This policy is designed to increase 

education and job opportunities for historically underprivileged 

groups, aiming to level the playing field for those who have 

faced systemic disadvantages. 

 

Inclusion and Preferential Hiring 

• Inclusion and Preferential Hiring: Preferential hiring is often 

seen as the opposite of affirmative action programs. While 

affirmative action seeks to promote diversity and inclusion, 

preferential hiring focuses on hiring individuals from specific 

categories (e.g., gender, ethnicity) to fill job positions, 

sometimes prioritizing these categories over others. 

• Neurodiversity: Neurodiversity initiatives seek to provide equal 

opportunities to individuals with neurological differences, such 

as autism, ADHD, or dyslexia. These programs focus on 

recognizing and valuing specific skills, such as analytical 

abilities, and not limiting opportunities based on traditional 

cognitive traits. 



 

Practices for Promoting Diversity and Inclusion 

1. Understanding Key Aspects: It’s crucial to understand the 

various aspects of diversity and inclusion, including cultural, 

social, and educational factors, to create an equitable 

environment. 

2. Increases Workforce Diversity: Implementing diversity 

initiatives increases representation across various demographic 

groups, fostering a more inclusive workplace. 

3. Creating Inclusive Job Descriptions: Job descriptions should be 

designed in a way that welcomes candidates from diverse 

backgrounds, highlighting skills and qualifications rather than 

focusing on a narrow set of criteria. 

4. Equal Employment Opportunity Commission (EEOC): The EEOC 

enforces federal laws that prohibit discrimination against job 

applicants or employees based on race, color, religion, sex, 

national origin, age, disability, or genetic information. 

5. Maximize Outreach: Organizations should aim to reach a broad 

audience when hiring, ensuring that job openings are 

advertised to a wide range of potential candidates, particularly 

those from underrepresented groups. 

6. Interview Panel Diversity: A diverse interview panel can help 

reduce bias and ensure fairer hiring decisions by representing a 

variety of perspectives. 

7. Vertical and Horizontal Promotional Opportunities: Companies 

should ensure that promotional opportunities are available at 

all levels and across departments, offering equal career 

advancement opportunities to all employees. 



8. Applicant Tracking System: This system helps track candidates 

through the hiring process and can be used to ensure a fair and 

equitable hiring process by eliminating biases in candidate 

selection. 

9. Effectiveness Measuring of All Practices: Regularly assessing 

the effectiveness of diversity and inclusion practices helps 

ensure that they are achieving their intended goals and allows 

for continuous improvement. 

 

Sexual Harassment in the Workplace 

Sexual harassment in the workplace refers to unwelcome behavior 

that creates a hostile or intimidating environment. This can take 

many forms and affects both individuals and the overall culture of an 

organization. It is important to address sexual harassment promptly 

and appropriately to ensure a safe and respectful workplace. 

Categories of Sexual Harassment 

1. Verbal: Includes inappropriate comments, jokes, or sexual 

advances made through words, such as unsolicited 

compliments or threats. 

2. Physical: Involves unwelcome physical contact, such as 

unwanted touching, hugging, or groping. 

3. Non-Verbal: Non-verbal harassment includes gestures, facial 

expressions, or other body language that conveys sexual 

implications or discomfort. 

4. Visual: This involves showing or displaying sexually explicit 

material, such as inappropriate pictures, videos, or suggestive 

displays. 

 

 



Marketing: Green Marketing, Product Recalls, Ethics in 

Advertising 

• Green Marketing: Green marketing involves promoting 

products or services based on their environmental benefits. 

This includes eco-friendly packaging, sustainable sourcing, and 

reducing carbon footprints. Companies use green marketing to 

appeal to environmentally-conscious consumers and 

demonstrate their commitment to sustainability. 

• Product Recalls: Product recalls occur when a company 

identifies a safety issue or defect in a product and removes it 

from the market. The ethical challenge lies in how companies 

handle recalls, ensuring timely, transparent communication, 

and prioritizing consumer safety over financial considerations. 

• Ethics in Advertising: Ethical advertising means being truthful 

and transparent in promoting products or services. This 

includes avoiding misleading claims, respecting consumer 

privacy, and ensuring that advertisements are not exploitative 

or deceptive. Ethical marketing aims to balance commercial 

goals with consumer rights and social responsibility. 

 

Production: Safety, Acceptable Risk, and Corporate Liability 

• Safety and Acceptable Risk: In production, safety refers to 

minimizing harm to workers, consumers, and the environment. 

Acceptable risk is the level of risk considered tolerable for 

certain activities or products. Companies must assess risks in 

their production processes to ensure that they do not expose 

individuals to dangerous conditions. 

 

 



• Product Safety and Corporate Liability: Product safety involves 

ensuring that products meet safety standards and are free from 

harmful defects. Corporate liability holds companies 

accountable for injuries or damages caused by unsafe products. 

Ethical production practices require companies to prioritize 

consumer safety and comply with regulations to avoid legal 

consequences. 

• Green Production: Green production refers to manufacturing 

processes that minimize environmental impact by using 

sustainable materials, reducing energy consumption, and 

minimizing waste. Ethical companies aim to integrate eco-

friendly practices into their production processes to support 

sustainability and reduce their ecological footprint. 

 

Information Technology: Cyber-Crime, Privacy, and Internet 

Ethics 

• Cyber-Crime: Cyber-crime refers to illegal activities conducted 

through digital means, such as hacking, identity theft, or fraud. 

It poses significant threats to personal, organizational, and 

national security, requiring strict legal and ethical measures to 

combat and prevent. 

• Privacy and Internet Ethics: Internet ethics addresses the 

responsible use of digital technology, focusing on privacy, data 

protection, and online behavior. Ethical concerns include 

ensuring the privacy of user data, preventing unauthorized 

surveillance, and upholding the integrity of digital interactions. 

• White Hacking: White hat hackers, or ethical hackers, use their 

skills to help organizations identify and fix security 

vulnerabilities in their systems. They act with permission to 

improve security and protect against malicious cyber-attacks. 



• Black Hacking: Black hat hackers engage in illegal hacking 

activities for personal gain or to cause harm. These hackers 

exploit vulnerabilities in systems for malicious purposes, such as 

stealing data or disrupting services. 

• Cyber Terrorists: Cyber terrorists use digital technology to 

conduct attacks that threaten national security, cause fear, or 

disrupt critical infrastructure. Their actions are often politically 

or ideologically motivated, aiming to create widespread harm 

through cyber means. 

• Scammers: Scammers use deceptive tactics, such as phishing 

emails or fake websites, to steal personal information, money, 

or assets from individuals. They exploit vulnerabilities in online 

systems to defraud unsuspecting victims 

 

 


